
Monday 6th February 2023

Online Safety Parent Meeting



• Know the current trends in children’s online activity following COVID –
19, 

• Know the concerns that parents and carers have when their child is 
online, 

• Consider the impact of social media on young people’s well-being,

• Know how we teach online safety at South Bersted CE Primary School,

• Consider your personal ‘footprint’ and the information you share.

Aims: 



John 10:10 ‘Life in all its Fullness.’ 

School’s Vision Statement

Effective teaching and a creative, child centred curriculum, 
together with an emphasis on Christian values and beliefs, 

enables all learners to recognise and achieve high standards. 
Pupils are encouraged to embrace challenges and become 

lifelong learners in a safe, secure and nurturing environment. 
We are committed to enriching pupils’ moral and spiritual 
development inspiring all to become caring, responsible 

21st century global citizens.



What are our children 
doing online?







https://www.ofcom.org.uk/__data/assets/pdf_file/0024/234609/childrens-media-use-and-attitudes-report-2022.pdf



https://www.ofcom.org.uk/__data/assets/pdf_file/0024/234609/childrens-media-use-and-attitudes-report-2022.pdf





• Just four in ten, 42%, of parents of 3 – 17s knew the minimum age 
requirements for using social media,

• Four in 10 parents (38%) of 8 – 11 year olds said they would allow their 
children to use social media.

Parent Voice



• Parents had high awareness of safety – promoting technical tools and 
controls (91%) but only 70% had used any of them. The tools most 
likely to be used were parental controls built into software. 

• 63% felt their children had a good online balance. 

• 40% stated they struggled to control their child’s screen time. 

Parent Voice



More children are now watching streaming devices 
rather than live TV. 78% compared to 42%.

What is the impact of this?

70% of parents are concerned about the 
content their child may see online and through 

streaming devices. 

Changes in Behaviour



• 36% of 8 – 17s who gamed online played with people that 
they didn’t know; overall 16% of 8 – 17s chatted to people 
they didn’t know via messages and chat functions. 

Online Gaming



• The majority of 12 – 17s were confident that they could tell what is real 
and fake online, but only 11% correctly selected what was genuine.

• 90% of children aged 12 – 17 were confident that they could 
recognising advertising online, but only 37% correctly identified the 
links at the top of a search engine page as sponsored adds. 

Online Dangers



• Children aged 13 – 17 were more than likely to feel positive than 
negative about their online use: 53% said that being online was good 
for their mental health.

• 80% of children aged 13 – 17 used online services to find support their  
wellbeing. 

• More than 36% of children aged 8 – 17 said they had seen something 
worrying or nasty online over the past 12 months. 60% said they would 
always tell someone. 

Mental Health and Well-being



• Children were more likely to experience being bullied via technology 
than face to face: 84% of 8 – 17 year olds said they had been bullied 
this way compared to 61% face to face. 

• Nearly all children aged 12 – 17 were aware of at least one safety 
feature to help keep themselves safe online. 84% had put this into 
practice. 

• Blocking people on social media was behaviour with the highest levels 
of awareness. 

• Only 33% of pupils knew how to use the reporting element of a 
website. 

Mental Health and Well-being



• https://youtu.be/5ioEM0rcByU

• https://www.youtube.com/watch?v=z2T-Rh838GA

https://youtu.be/5ioEM0rcByU
https://www.youtube.com/watch?v=z2T-Rh838GA


What are the changes in 
behaviour we now see? 



Teaching children to be safe

• Online safety units as part of computing, 

• Additional online safety units using Evolve units: 1 per term,

• Online safety day,

• Use of passwords for logging on: Year Groups, individual,

• Google workshops,

• Filtering system,

• MHST and police workshops for UKS2,

• Reporting concerns or worries to an adult.



Online safety



Online Safety Concerns

When concerns are raised, these are classified under the 
4 Cs:

Content: being exposed to illegal, inappropriate or harmful content.

Contact: being subjected to harmful online interaction with other users.

Conduct: personal online behavior.’

Commerce: risks such as online gambling, inappropriate advertising, phishing and or 

financial scams.





Supporting families

• Monthly newsletters, 

• Updates in newsletters, 

• School’s website,

• Parent workshop (Spring 2023),

• Open and honest meetings.









Being a role model

• Use of passwords, 

• Consider your use of technology,

• Be aware of what you are posting and the information 
you share.



Your Digital Footprint

https://www.youtube.com/watch?v=yrjT8m0hcKU

https://www.youtube.com/watch?v=yrjT8m0hcKU


Online Safety Bill
The Online Safety Bill delivers the government’s manifesto commitment to make 
the UK the safest place in the world to be online while defending free 
expression. The Bill has been strengthened and clarified since it was published in 
draft in May 2021, and reflects the outcome of extensive Parliamentary scrutiny.

Protecting children:
For children, these new laws will mean that all in-scope companies must 
assess risks and take action to tackle illegal activity that threatens the safety 
of children.
In addition, platforms likely to be accessed by children will need to:
•prevent access to material that is harmful for children
•ensure there are strong protections from activity which is harmful to 
children, which we expect will include harms such as bullying.

If a child does encounter harmful content or activity, parents and children will 
be able to report it easily. Platforms will be required to take appropriate 
action in response.

https://bills.parliament.uk/bills/3137/publications


Any Questions


